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ABSTRACT 

Banks play a pivotal role in financial system and economic building of the country. 

Indian Banking is competing with global players in the industry in terms of customer 

service, enhancing efficiency through technology. Financial institutions and online 

banking providers certainly understand the risk of cybercrime activities and therefore 

different legislations have been drafted to be implemented to provide security 

environment in banking and financial operations. Cyber-attacks can also be used to 

undermine customers’ confidence in an institution. Cyber security is a complex and 

multifaceted challenge that is growing in importance. It is an issue that not only affects 

the banks but also government agencies. This research paper mainly focuses on the 

security aspect of the internet banking. 
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1. INTRODUCTION 

Modern banks are using electronic channels to do their banking operations with both domestic 

and international customers. Of late, banks are mostly using Information Technology to receive 

instructions and deliver their products and services to their clients. In recent years, customers 

of banking corporations increasingly use technology to avail banking services. This 

phenomenon is also evident worldwide. Cybercrime is a growing threat in the virtual world 

because individuals and organizations are relying more on internet at an increasing rate. The 

use of internet and other technologies have enhanced the risk of attack from cyber criminals 

across the globe. With the number of incidents of theft, phishing, computer viruses, hacking, 

on the rise, there is a need to explore the cybercrime scenario. Information theft is the most 

expensive and fastest rising consequence of cybercrime. Cyber risk has emerged as a key threat 

to financial stability, following recent attacks on financial institutions. To counter new and 


































































































